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ABSTRACT tem that results from the proposed approach as a packétjbéve

source-channel coding system that optimizes the amourataftd
send and the amount of FEC checks to produce jointly. It istmos
useful in the scenario when video is pre-encoded to a cersin
and stored at a sender and is to be transmitted over a pacieetrer
channel that either does not have the channel capacityiabhete-
liver the video or has time-varying throughput. Additidgaive do
not wish to perform a full re-encoding or transcoding of tbarse
video to the desired rate, because in many situations this bma
complex, costly, delay-infeasible, or even impossibleddelg., the
video may be encrypted). The most relevant prior work thatwee
aware of involves scalable image coding and UEP [5], wherergi
an embedded bitstream the authors decide what fractionedbith

Index Terms— Video streaming, forward error correction, FEC stream to keep and how much FEC to add, in order to providesgrac

ful degradation in the case of packet loss.
1. INTRODUCTION In the following, Section 2 describes the problem model imeno
detail. Section 3 describes the solution we propose fordbisé&

A challenging problem in media delivery over wired and wéssd  Protect and Section 4 gives an algorithm for practicallylanpent-
networks is how to reliably deliver media when the networkyroa  ing the technique. We follow with experimental results tyeitdate
afflicted by packet loss. A variety of techniques have bearlde the proposed approach and compare it against other te@migu
oped to overcome this problem, including forward error ection ~ Section 5. A summary wraps up the discussion.
(FEC), retransmission-based techniques, error-resdiating, error
concealment, and combinations of the above. Dependingeosytr
cific situation, one or another technique may be more apfaigpr

We restrict our attention to FEC-based methods. The mo&t bas
FEC approach is to treat all packets equally and providelgaoa
tection for all of them. We refer to this class of methods astétt
All, e.g., [2]. Another approach is to focus the resourcesefoor
correction on only a subset of the packets, which incredseiikieli-
hood that the protected subset of packets can be recorestrifibst
in transmission. We refer to these schemes as Protect Sidhen
the media is scalably coded, another approach is to giverdift lev-
els of protection to data of different layers, e.g., with qua error
protection (UEP) where the most important data is given thbdst
level of protection. Such techniques for transmitting abBl coded the reconstructed media
images and video have been extensively studied, e.g.,.[Ri#gr- ) . . )
ential protection for the I, P, and B frames in convention®B6 A number of FEC-based techniques, including our own, share
coded video (a form of scalable coding) is likewise basedhan t the above system components.
same principle. e Protect All: Protect all of the data packets equally with the

While FEC is intended trotect data as it travels through an available redundancy
unreliable channel, it can also be beneficiatliscard video pack-
ets prior to conventional FEC coding [1]. In particular, bypkcity
discarding data, we gain additional room for FEC, and caiveler

Media delivery over packet networks is often plagued by pack
losses which limit its utility to end users. Forward Errorrfee-
tion (FEC) based techniques are important for overcomirsgpifob-
lem. This paper further develops an FEC-based techniquéo[1]
maximize the expected received media quality by jointlyasing
which packets to send and which packets to protect — inofudis-
carding packets to make additional room for protection. \We d
scribe a straight-forward implementation leveraging tixis FEC
system components. Comprehensive experiments dementiedt
significant gains in PSNR of several dB are achieved whenisgnd
H.264/MPEG-4 AVC coded video over a packet erasure channel.

2. PROBLEM STATEMENT

We assume a pre-encoded media stream with a data réfepack-

ets per unit time. This is stored at the sender. As the sewderish

to transmit the stream through a packet erasure channehdsaa
throughput of NV packets per unit time and which erases each packet
independently of others with a known probability> 0, referred

to as the packet loss rate (PLR). The channel output is ddomuie
time unit at a time (i.e., in blocks a¥ packets) by an FEC decoder.
Depending on the strength of error protection, some packatsbe
irrecoverable by the FEC decoder and unavailable to the ardeh
coder. The media decoder decodes the available packetsdaoqer

e Protect Subset: Protect a subset of the packets (typidadly t
most important) with the available redundancy

significant benefits over all. In this paper, we extend ouppsed e Protect Multiple Subsets: Protect different subsets oketac
approach, which we call Discard & Protect as in [1], by shaphow with different levels of protection, e.g., UEP often used fo
to deS|gn a practlcal system, and assessing it using exeeasperi- gracefu| degradation (not examined in this paper)

mental results with H.264 video. More concretely, we view $lys- . . .
e Discard & Protect: Proposed technique to discard a subset

*This work was performed during a summer internship at HP Labs and protect another subset of the packets
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ure 1) is based on conventional systems that support FE€3lvak-

i ‘ The operation at the receiver side is conventional FEC degod
O . JE[E%(E e N pkts e Recover erased packets in thg protected data packets by
Media En¢) FEC Enc ! Dm—l decoding the Reed-Solomon code across packets; if the num-
e ! ber of erasures exceeds the error correction capabilitigeo
Sender code, do nothing;
< N ok e Emit the recoverable data packets along with the unerased
< K pkis < IV pkts data packets, numbering no more thién- k. packets.
~— Media De¢g~—[ [ [ ]=— FEC Dec~—{ 1] _ : _ )
This way of arranging packets was discussed in [1]. Therelse a

showed that under simplifying assumptions where the nurober
Fig. 1. System diagram (modification in dotted box) losses is known and the number of packets is allowed to be frac
tional, then one level of error protection is sufficient amdpackets
are left unprotected. Furthermore, we suggested a “gagnc/oap-
Jproach in optimizing for the number of packets to discardtarmio-

Th t del that ider for Di d & Protect (Fi : A ! .
© System modet Thal We consider for iscar rotect (Fig tect, namely, discard packets until the incremental codisafarding

able media delivery schemes (e.g., RFC 2733 - FEC over REFan packets is no longer less than the incremental gain of threased

a drop-in modification of existing systems. We add a “packetes”
at the sender, which makes decisions about what to do withidiee
packets, which can be discarded, left unprotected, or gexdevith

protection. Here, we retain the design decision of one lefretror
protection from [1] (see relatedly [7]), and describe a “gégsing”
algorithm to find optimal values fdt,, k,, andk,,, but without ei-

an EEC code. ther of the simplifying assumptions.

As shown in Figure 1, the total additional MSE due to decod-

ing without a particular packet — which we call the “importai 4. DISCRETE ALGORITHM
of the packet — is an additional piece of information knowritte )
sender (either included with the source data or conveyearatgly) ~ 4-1. Analysis

for our scheme. Using this information, the problem is toimire
the expected end-to-end distortion by making decisionisérpacket
sorter.

If we insist on sending all of the pre-encoded data througicttan-
nel, then the number of checksums we can fit into the chanrmkl an

when packets are of differing importance, we can do bettguby
diciously discarding data to make room for more checksumseto

by D;, i € {1, ..., K}. For simplicity, we assume an additive distor- >

We index the packets by ascending values of importdnceRecall
from Section 3 that we discard packets.., k4, leave packet&, +
1,..., K — k, unprotected, and protect packéts— k, + 1, ..., K.
The expected end-to-end distortiblynq-to-end= Pdiscarded
3. PROPOSED SOLUTION Dunprotected+ Dirrecoverablds composed of three components
depending on the treatment of the packets in question, where

1. Expected distortion from discarded packets is:

hence the number of erasures we can correct is limitedl to K ~ ka
per block. When more thalv — K erasures may potentially occur Ddiscarded = Z D;
and when losing some packets is more costly than losingsther, i=1

2. Expected distortion from erasures on unprotected padket

sent. Intuitively, it is worthwhile to sacrifice a low-imgance data K—kp
packet’s original contents and fill it with a checksum to allcor- Dunprotected = p Z D;
rection of one additional erasure among the higher-impogalata i=kg+1
packets.

Denote the encoder-computed importance of packea block 3. Expected distortion from erasures on coded packets is:

Dirrecoverable

tion model where the distortion incurred by multiple migspackets

is given by the sum of the distortions of the packets misgidiyid- kp i ny\ ey K
ually. Therefore, each packet’s importance is computed p&.i We = n Z y p*(1=p) Z D;
propose the following design. At the sender: y=n—kp+l i=K—kp+1

e At the packet sorter, discard tlig data packets correspond- wheren = N — K + ka + kp.
ing to the lowest values ab; out of the K data packets en- The final expressions of both 2 and 3 are, in each case, thetexipe
tering, and mark thé, packets corresponding to the highest proportion of unavailable packets among those of that tymelfi-
values ofD; for protection; plied by the cost of losing all of them.

¢ In the FEC encoder, code thg packets generating the high- ¢ kﬂ;f c;pt(;mlzzt]::on p]::obl<erp{|s to minimizBeng-to-endSubject
est values oD; using a(N — K + kq + kp, k,) Systematic 0 > Fp = U, @ndRa + &p < K-

Reed-Solomon code appliedross packets; in the MDS sense — up to the number of excess checksums. Thé sipe-
tematic codes is critical because when recovery is implesgibthe event

1We use Reed Solomon codes as building blocks for our FEGdbaseof too many erasures, the data portion of the code that isagadris still

scheme because they can recover from the maximal numbeasafrerlosses  useable.



4.2. Proposed Algorithm

A procedure to search for thg], &, that minimizes the objective
Dend-to-endWith a value ofA™ is given below. It is practical, re-
quiring at mos2 K evaluations of the objective. In the outer loop,
we increment, by one at a time. In the inner loop, for eakl we
find the minimal loss\, as we increment,, by one at a time.

A" <= 0
kq<0
kp <=0
while kq + k, < K do
Ad <= 00
while kq + k, < K andDgng-to-end< Aa do
Aa <= Dend-to-end
kp <=kp+1
end while
kp =k, —1
if Aq <A™ then
AN <= Ad
k; < kg
ky <= kp
end if
kq<kqg+1
end while

5. EXPERIMENTAL RESULTS
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Fig. 2. IBBPBBP, QCIF with one packet per coded frame

P-frame. Every 4 frames a slice is intra updated and theré® are
slices in a frame, therefore the intra-update period is 8té&s. We
assume that the initial I-frame is always correctly recgit@ sim-
plify the analysis. Every P-frame and B-frame fits within agie
1500 byte packet, hence in these experiments the loss ofamketp
corresponds to the loss of one frame. We expect a large gaihdo
proposed approach because the B-frames are of low impertant
cause no error propagation if missing, facilitating théscdrding.
Similar behavior was observed for each sequence, and l&caus
of the limited space only results for Foreman and Mother & @rau
ter are plotted. The presence of both P- and B-frames togathe
duces a large variation in the relative importance betwesrkets
which is exploited by the proposed approach. In Mother & Daug
ter, for example, the performance of the proposed schemmizsta

To evaluate the proposed approach we consider video codéd wiindistinguishable from perfect channel even at 15% erasiee

H.264/MPEG-4 Part 10 Advanced Video Coding (AVC) using JM

10.2 reference software. We consider a variety of realistiting
scenarios, and four standard test sequences: Carphorema&or

Note that in these experimentd] — K is slightly more than
5% of IV, hence if the realized packet loss<s 5% then Protect
All would provide complete recovery (PSNR of perfect chdpne

Mother & Daughter, and Salesman. Each is coded at a constamfowever, since the loss rate has a distribution, this istotase and

quantization level for an average PSNR of about 36 dB, 304ps,
has at least 350 frames. Slices are periodically intra ot im-
prove error-resilience by reducing error propagationresponding
to an intra update period of 36 frames. The decoder perforamsef
copy error concealment on lost packets. IID packet lossmpetrer-

ized by the PLRp is assumed and 100 channel realizations are rurﬁ)

to compute each data point.

Protect All provides significantly lower performance at 54RP

The following table provides an illustrative example of ther-
formance of the various schemes at 8% PLR. Since Discard & Pro
tect exploits the differences in importance of the code@igack-
ets, the larger the differences between the importancesnidus
ackets, the larger gains typically observed. To give aesefishe
ange of importances within a particular sequence, we shevint-
portance inter-quartile ratio (IIQR) which is the ratio Wween the

The experiments compare the performance of several FE@wshehird and first quartiles of the packet importances comptdedach

(assuming knowledge qf for each test point): (1) Protect All, (2)
Protect Subset, where the most important packets are pedtaad
the number of protected packets is chosen suchithat K is the
mean number of erasures that occurs in the protected anksthlc
packets, and (3) the proposed Discard & Protect. For Dis&ard
Protect both the predicted and actual (empirically mealyyerfor-
mance are given. The following performance bounds are dtso-i
tified: (4) Oracle is an upper bound computed by assumingtiieat
number of erasures is exactly the mean for RLahd the erasure po-
sitions are known via omniscience. The packet sorter is pleemit-
ted to rearrange the packets such that the least costly onesased.

sequence. More details about the range of importance oepaek
given in [6]. The remaining performance values are PSNR in dB

Foreman| M&D | Salesman| Carphone
IIQR 43.68 84.70 44.50 18.13
Protect None (LB) 24.63 33.33 33.04 29.03
Protect All 24.66 33.35 33.06 29.06
Protect Subset 27.04 34.48 33.87 31.06
Discard & Protect 34.66 36.32 35.06 35.76
D&P (Prediction) 34.86 36.32 35.06 35.83
Oracle (UB) 35.13 36.33 35.07 35.94
Perfect Channel 35.20 36.33 35.07 35.97

(5) Protect None provides a lower bound where the data packet

are transmitted without protection. (6) Perfect Channelshthe
case when the sequence is received without losses, condiegdo
purely source-coding performance.

5.1. P-and B-frames

In this experiment (Figure 2), the video is coded with aniahil-

5.2. P-frames Only

In this experiment (Figure 3), the setup is similar to thevjmas
one, except the video is coded with an initial I-frame folémhby all
P-frames, and no B-frames. We choose to code the video with al
P frames in order to produce coded frames and associatedtpack
that have a homogeneous coding dependency structure aetbtiee

frame followed by repeated units of BBP, or two B-frames and ado not suggest a natural prioritization of frames (besideste ear-
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Fig. 4. IPPP, CIF with four packets per coded frame

lier P-frames being more important than the later ones)pirtrast
to conventioanl |, P, and B frame coding of video as discusmed
fore or to scalably coded video. This homogeneous codingtsire
would appear to be a nice match for FEC designed to protettiall
packets. Also, the presence of only P frames, and no B-frasngs
gests a much smaller variation in the relative importandevéen
packets than in the previous case and therefore much srgailes.
Nonetheless, even with a homogeneous coding structunanires
can also differ in importance from one another by a very Sicgit
amount depending on the video source — leading to signifgains.

5.3. Multiple Packets Per Frame

In this experiment (Figure 4), the CIF resolution video ided with

an initial I-frame followed by all P-frames, and no B-framésach

P-frame is coded into four packets. Every 2 frames a slicetia i
updated and there are 18 slices in a frame, therefore tleeriefresh

period is still 36 frames. Every lost packet results in theslof

a quarter of a frame. It is replaced by the last correctly ivece
corresponding quarter of the frame. Once again Discard &eeto
provides sizable gains.

5.4. An Unusual Case:N < K

The derivation and the algorithm of our proposed method daeio
quire thatN > K, which is the normal regime of operation for
FEC-based techniques. In fact, it works evenforKX K with minor
modifications to the feasible set of the optimization. Feghirexam-
ines the unusual case when the number of transmittable {saicke
a block is equal to the number of data packeg¥s = K). Because

there is no room for adding checksums, FEC schemes like @rotel”]

All and Protect Subset are not applicable and provide nceptian
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Fig. 5. IBBPBBP, QCIF with one packet per coded framé= K

against erasures (same performance as Protect None). Elomés-
card & Protect is able to exploit the differing importancelud data
packets, and at each PLR discard the appropriate numbeg tefaht
important packets and replace them with check packets, Smrf-
icant overall gain. This ability to gain FEC capabilitiesava there
are none or in regimes where one would not normally consider a
plying FEC demonstrates a new flexibility enabled by thisrapph.

6. CONCLUSION

This paper examined the problem of improving the quality efila
sent over a packet erasure channel using FEC methods. Irasbnt
to conventional FEC techniques which protect all of the ragadick-
ets or a subset of the most important media packets, the gedpo
technique of Discard & Protect explicitly discards the teagpor-
tant packets to make additional room for FEC that prote@snbst
important packets, in order to minimize the expected eperb dis-
tortion. The proposed method is implementable on existiBg F
transmission systems by adding a low-complexity modulaket
processing block at the sender. A variety of experimentk ti264
coded video demonstrate that significant performance ivepnents
can be achieved as compared to conventional FEC approdehes.
thermore, the proposed technique provides greater fléyiby ex-
panding the range of PLR’s for which FEC can be beneficially ap
plied, i.e., forN < K and PLR> (N — K)/N.
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